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นโยบายการใช้ระบบสารสนเทศ 

วตัถุประสงค์ 
1. นโยบายน้ีจดัท าข้ึนส าหรับพนักงานหรือบุคคลภายนอกท่ีจะเข้าใช้งานระบบคอมพิวเตอร์ของ 

บริษทั ไทยฟู้ดส์ กรุ๊ป จ ากดั (มหาชน) รวมไปถึงการเช่ือมต่อเขา้กบัระบบอินเทอร์เน็ตผา่นเครือข่าย
องคก์รโดยใหถื้อปฏิบติัโดยเคร่งครัด 

2. บริษทัสงวนสิทธ์ิในการเขา้ตรวจสอบ เก็บหลกัฐาน และด าเนินการอนัสมควร หากพบว่ามีการ
ละเมิดนโยบายการใชร้ะบบสารสนเทศ 

3. นิยามของระบบคอมพิวเตอร์และอุปกรณ์ประกอบ มีดงัน้ี 
3.1 ระบบคอมพิวเตอร์ 
3.2 เคร่ืองคอมพิวเตอร์ 
3.3 อุปกรณ์ประกอบ 
3.4 ซอฟตแ์วร์ (Software) 
3.5 เครือข่ายภายในอินทราเน็ต 
3.6 เครือข่ายอินเทอร์เน็ต 
3.7 การใชง้านจากภายนอกองคก์ร (Remote access) 
3.8 โปรแกรมการใชง้าน (Application) 
3.9 ไวรัส มลัแวร์ หรือชุดค าสั่งไม่พึงประสงค ์

หมวดทัว่ไป 
1. ระบบคอมพิวเตอร์ เคร่ืองคอมพิวเตอร์ และอุปกรณ์ต่อเช่ือมของบริษทั จดัหาเพื่อให้บริการท่ี

เก่ียวขอ้งกบักิจการของบริษทัเท่านั้น ไม่อนุญาตใหใ้ชใ้นกิจการท่ีไม่เก่ียวขอ้งกบักิจการของบริษทั 
2. การเขา้ใช้งานระบบคอมพิวเตอร์และการต่อเช่ือมทางอินเทอร์เน็ตของบริษทั จะตอ้งปฏิบติัตาม

ขั้นตอนในการขออนุญาตเขา้ใช ้ 
3. ในการขออนุญาตเข้าใช้งานให้ผู ้บังคับบัญชาโดยตรง หรือผู ้มีอ  านาจของผู ้ใช้ท่ีใช้บริการ

เป็นผูข้อโดยปฏิบติัตามขั้นตอนการขอเขา้ใชร้ะบบท่ีก าหนดไว ้
4. ผูใ้ชจ้ะตอ้งท าความเขา้ใจและลงนามเพื่อยนืยนัวา่จะปฏิบติัตามนโยบายการใชง้านระบบ 

คอมพิวเตอร์ และการเช่ือมต่อกบัอินเทอร์เน็ต และจะตอ้งท าความเขา้ใจในส่วนเปล่ียนแปลงแกไ้ข 
หากมี โดยลงนามเพื่อยนืยนัทุกคร้ังท่ีมีการแกไ้ข 

5. นโยบายการใช้ระบบคอมพิวเตอร์และการเช่ือมต่อกับอินเทอร์เน็ตน้ี ถือเป็นส่วนหน่ึงของ 
ขอ้ก าหนดในการปฏิบติังานของผูใ้ชทุ้กคน และจะถือเป็นการผดิวนิยัการท างานเช่นเดียวกนั 
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6. หากพบวา่ผูใ้ชมี้การละเมิดนโยบายการใชง้านระบบคอมพิวเตอร์และการเช่ือมต่อกบัอินเทอร์เน็ตจะ
ถูกลงโทษตามกฎระเบียบของการเป็นพนกังาน รวมไปถึงอาจจะส่งตวัเพื่อด าเนินคดีตามกฎหมาย 
หากการละเมิดนั้นผดิต่อกฎหมายของประเทศ 

7. ผูใ้ชต้อ้งไม่ใชร้ะบบอินเตอร์เน็ต การดาวน์โหลดไฟล์ การใชโ้ฟลเดอร์ร่วมกนั ในกรณีท่ีสงสัยวา่มี
ไวรัส มลัแวร์ หรือชุดค าสั่งไม่พึงประสงค ์

 

หมวดที ่1 ว่าด้วยระเบียบการใช้งานทัว่ไป และ กรรมสิทธ์ิในทรัพย์สิน 
1. ขอ้มูลต่างๆท่ีไดก้ระท าข้ึนถือเป็นทรัพยสิ์นของบริษทั การรับ การส่ง การเก็บบนัทึกและการสร้าง

ขอ้มูลโดยใชร้ะบบต่างๆ ๆ ของบริษทั ถือเป็นกรรมสิทธ์ิของบริษทั 
2. เพื่อความปลอดภยัและวตัถุประสงคใ์นการดูแลระบบเครือข่าย บริษทัสามารถท่ีจะตรวจจิดจามการ

ใชง้านของแต่ละบุคคลไดต้ามความเหมาะสม 
3. ผูใ้ช้จะตอ้งแจง้บริษทั ในกรณีท่ีพบการกระท าท่ีน่าสงสัย หรือการใช้คอมพิวเตอร์ท่ีไม่เหมาะสม

หรือไม่ไดรั้บสิทธ์ิการใชง้าน 
4. ขอ้มูลต่าง ๆ ของบริษทั ผูใ้ชต้อ้งเก็บขอ้มูลดงักล่าวไวใ้นอุปกรณ์หรือระบบท่ีทางบริษทั จดัเตรียม

ไวใ้ห้เท่านั้น มิให้เก็บขอ้มูลของบริษทัไวภ้ายนอกองคก์ร เช่น ฝากไฟล์ไวก้บัผูบ้ริการซิงก์และฝาก 
ไฟลแ์บบออนไลน์ เป็นตน้ 

5. บริษทัขอสงวนสิทธ์ิในการตรวจสอบเครือข่ายและระบบงานต่าง ๆ เป็นระยะ ๆ โดยไม่ตอ้งแจง้ให้
ทราบล่วงหน้า ซ่ึงสิทธ์ิน้ีรวมถึงการตรวจ website ท่ีผูใ้ช้เขา้ไปใช้งานทาง Internet,กลุ่มสนทนา 
กลุ่มข่าวการ download และการ upload เอกสารทาง Internet, การรับ-ส่ง E-Mail 

หมวดที ่2 ความปลอดภัยและข้อมูลทีเ่ป็นความลบั 
1. ขอ้มูลท่ีอยู่ในรูปแบบอิเล็กทรอนิคส์หรือรูปแบบอ่ืนใดก็ตาม เช่น ขอ้มูลท่ีอยู่ใน Internet/Intranet 

และข้อ มูล ท่ี ติด ต่อกับ เค รือข่ ายภายนอกบริษัท  ควรใช้ง านให้สอดคล้องกับนโยบาย
การใชร้ะบบสารสนเทศ 

2. รหัสผ่าน (Password) จะตอ้งถูกเก็บในสถานท่ีปลอดภยั และไม่บอกกล่าวรหัสผ่านแก่บุคคลอ่ืน 
ผูใ้ช้จะตอ้งรับผิดชอบต่อรหัสผ่านท่ีถือครองอยู่ การเปล่ียนแปลงระบบ และระดบัรหัสผ่านของ
ผู ้ใช้งานจะต้องปฏิบัติ เป็นระยะๆ เพื่อให้เกิดความปลอดภัยสูงสุด โดยระยะเวลาของการ
เปล่ียนแปลงตอ้งปฏิบติัทุก 9 0 วนั และการตั้งรหัสผ่านตอ้งมีตวัอกัษร ตวัเลข และอกัขระพิเศษ 
รวมกนัไม่ต ่ากวา่ 8 ตวัอกัษร 

3. คอมพิวเตอร์จะตอ้งติดตั้งการใส่รหัสผ่านท่ี screensaver อย่างอตัโนมติัเพื่อความปลอดภยั และ 
จะตอ้ง logoff หรือ shutdown คอมพิวเตอร์เม่ือไม่ใชง้าน 

4. คอมพิวเตอร์ท่ีต้องเคล่ือนย้ายได้ จะมีโอกาสเส่ียงท่ีจะท าให้เกิดการสูญหายของข้อมูลได้ 
ผูใ้ชจ้ะตอ้งใชค้อมพิวเตอร์เหล่าน้ีดว้ยความระมดัระวงั 
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5. ไม่อนุญาตใหผู้ใ้ชน้ า e-mail address ของบริษทั ไปฝากช่ือไวใ้นการรับขอ้มูลข่าวสารภายนอกบริษทั 
ยกเวน้จะเก่ียวขอ้งกบัหนา้ท่ีท่ีไดรั้บมอบหมายเท่านั้น 

6. เคร่ืองคอมพิวเตอร์ทุกเคร่ืองท่ีผูใ้ช้ใช้ต่อกบั Internet/Intranet Extranet จะตอ้งไดรั้บการตรวจเช็ค 
ไวรัสดว้ยฐานขอ้มูลปัจจุบนัท่ีใชใ้นการป้องกนัไวรัส 

7. ผูใ้ชต้อ้งระมดัระวงัเม่ือเปิดเอกสารท่ีแนบมากบั e-mail จากผูส่้งท่ีไม่เคยรู้จกัมาก่อนเพราะอาจจะมี 
virus, ransom ware หรือ ไวรัสพวกโทรจนัซ่อนอยู ่

หมวดที ่3 การใช้งานระบบคอมพวิเตอร์และการเช่ือมต่อ อนิเทอร์เน็ต หรืออนิทราเน็ต 
1. บริษทัด าเนินกิจการภายใตก้ฎหมายไทย ดงันั้น การใชง้านระบบคอมพิวเตอร์ และการเช่ือมต่อทาง

อินเตอร์เน็ตใหพ้นกังานปฏิบติัตามพระราชบญัญติัวา่ดว้ยการกระท าผดิทางคอมพิวเตอร์ พ.ศ. 2560 
และกฎหมายประกอบอ่ืนๆ ท่ีเก่ียวขอ้ง 

2. บริษทัไม่สนบัสนุน หรือยินยอมให้ผูใ้ชข้องบริษทั กระท าผิดต่อพระราชบญัญติัวา่ดว้ยการกระท า
ผดิทางคอมพิวเตอร์ พ.ศ. 2560 และกฎหมายท่ีเก่ียวขอ้ง 

3. บริษัทจะจัดให้ มี ช่ือผู ้ใช้  (Use r  ID)  และรหัสผ่าน  (Password )  ให้กับผู ้ใช้ ท่ี มีหน้า ท่ี  
เก่ียวขอ้งกบัการใช้งานระบบคอมพิวเตอร์และการเช่ือมต่อกบั อินเทอร์เน็ต เป็นรายบุคคล และ             
มีกฎ ในการใช้งานรหัสผ่าน เช่น ความยาวของตัวอักษร หรือ ระยะเวลาท่ีต้องเปล่ียนรหัส 
ทั้งน้ีเพื่อความ ปลอดภยัของระบบโดยรวม 

4. รหัสผ่านของผูใ้ช้ถือเป็นมาตรการป้องกนัและถือเป็นความลบัขององค์กร บริษทั ไม่อนุญาตให้มี
การแจง้รหสัผา่นท่ีเป็นขอ้มูลส่วนตวัใหก้บับุคคลอ่ืน และผูใ้ชทุ้กคนมีหนา้ท่ีในการป้องกนัรหสัผา่น
ขององคก์รอยา่งเคร่งครัด 

5. บริษทัไม่อนุญาตใหใ้ชช่ื้อและรหสัผา่นร่วมกนั ในคอมพิวเตอร์และระบบทั้งหมด 
6. ผูใ้ช้อาจจะไดรั้บมอบหมายให้เขา้ใช้ระบบงานอ่ืนๆ ท่ีบริษทัก าหนดให้ใช้ ผูใ้ช้จะตอ้งปฏิบติัตาม  

กฏการใชร้ะบบและเก็บรักษาช่ือและรหสัผ่านไว ้ห้ามมิให้เปิดเผยกบัผูอ่ื้น ยกเวน้ไดรั้บอนุมติัจาก
ผูบ้งัคบับญัชาโดยตรงเป็นลายลกัษณ์อกัษร 

7. หากจะตอ้งมีการเลิกใช้ช่ือและรหัสผ่าน ให้แจง้กบัผูบ้งัคบับญัชาโดยตรงเพื่อท าเร่ืองขอเลิกใช้             
โดยจะตอ้งกระท าทนัทีท่ีจะเลิกใชง้าน  

8. เคร่ืองคอมพิวเตอร์และอุปกรณ์ประกอบเป็นทรัพยสิ์นของบริษทั ผูใ้ชมี้หนา้ท่ีรักษาให้สามารถใช้
งานได ้ท้ืงน้ีรวมไปถึงการอพัเดท และโปรแกรมป้องกนัไวรัส หรือ ชุดค าสั่งไม่พึงประสงค ์

9. ไม่อนุญาตใหใ้ชเ้คร่ืองคอมพิวเตอร์หรืออุปกรณ์ประกอบอ่ืนท่ีมิใชข้องบริษทัในการเช่ือมต่อเขา้กบั
เคร่ือข่ายของบริษทั 
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หมวดที่ 4  การใช้จดหมายอิเล็คทรอนิกส์, การสนทนา และการติดต่อส่ือสารทางอิเล็คทรอนิกส์อ่ืนๆ mail, 
chat, and    others digital communication เช่น การส่ง file หรือการส่งเอกสาร 

1. ในการติดต่อส่ือสารทางอิเล็กทรอนิกส์ ไม่ว่าจะเป็นจดหมายอิเล็คทรอนิกส์ การสนทนาหรือการ
ติดต่อส่ือสารใดๆ ให้ถือเสมือนหน่ึงการส่งจดหมายแบบเป็นทางการ โดยจะตอ้งปฏิบติัตามกฏการ 
รับ-ส่ง หนังสือหรือจดหมายของบริษทั ได้แก่การรักษาความลับของเอกสาร ห้ามส่งเอกสาร
ความลบัโดยจดหมายอิเล็กทรอนิกส์ยกเวน้ไดรั้บการเขา้รหัสโดยไดรั้บการยืนยนั  จากหน่วยงาน
คอมพิวเตอร์ 

2. ห้ามส่งข้อมูลท่ี เป็นเท็จ หม่ินประมาท ดูหม่ิน ข้อมูลท่ีก่อให้เ กิดความเสียหายต่อบริษัท 
หรือบุคคลอ่ืนๆ 

3. หา้มส่งรูปหรือขอ้ความท่ีเก่ียวขอ้งกบัเร่ืองลามกอนาจาร 
4. การส่งขอ้มูลใดๆ ใหป้ฏิบติัตามพระราชบญัญติัวา่ดว้ยการกระท าผิดเก่ียวกบัคอมพิวเตอร์ พ.ศ.2560 

และกฎหมายอ่ืนๆ 
5. หากพบว่ามีการส่งข้อมูลท่ีผิดต่อพระราชบัญญัติว่าด้วยการกระท าผิดเก่ียวกับคอมพิวเตอร์              

พ.ศ. 2560  หรือผิดต่อกฎระเบียบของบริษทั ให้แจ้งต่อผูบ้งัคบับญัชาโดยตรง หรือ เจ้าหน้าท่ี
หน่วยงานคอมพิวเตอร์ 

6. ให้ใช้ข้อความสุภาพในการส่งจดหมายอิเล็คทรอนิกส์ การสนทนา chat หรือการส่ือสารทาง
อิเล็กทรอนิกส์อ่ืน 

7. ห้ามส่งจดหมายอิเล็คทรอนิกส์หรือการส่ือสารทางอิเล็คทรอนิกส์ใดๆ โดยไม่ระบุช่ือผูส่้ง (SPAM 
e-mail) 

8. ไม่อนุญาตใหผู้ใ้ช ้ใช ้e-mail อ่ืนใดท่ีบริษทัฯ ไม่ไดก้  าหนดใหใ้ช ้

หมวดที ่5  การใช้ Website ขององค์กรและ การเข้าใช้ อนิเทอร์เน็ต 
1. หา้มผูใ้ช ้Port ไฟลรู์ป หรือขอ้มูลใดๆ บนระบบของบริษทั หรือระบบอ่ืนๆ ดงัน้ี 

1) เขา้ข่ายผิดต่อพระราชบญัญติัว่าด้วยการกระท าความผิดเก่ียวกบัคอมพิวเตอร์ พ.ศ.2560 
และกฎหมายอ่ืน 

2) ไม่เก่ียวขอ้งกบักิจการขององคก์ร 
2. หา้มผูใ้ชด้าวน์โหลดรูป หรือขอ้มูลใดๆ ท่ี 

1) เขา้ข่ายผิดต่อพระราชบญัญติัว่าด้วยการกระท าความผิดเก่ียวกบัคอมพิวเตอร์ พ.ศ.2560 
และกฎหมายอ่ืน 

2) ไม่เก่ียวขอ้งกบักิจการของบริษทั 
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หมวดที ่6  การใช้งาน Application และ โปรแกรมต่างๆ 
1. การเข้าใช้งาน โปรแกรมต่างๆ จะต้องได้รับอนุญาตจากฝ่ายเทคโนโลยีสารสนเทศ โดยให้

ผูบ้งัคบับญัชาโดยตรงเป็นผูข้อใชสิ้ทธ์ิในการใช ้
2. ใหใ้ชง้านโปรแกรมท่ีบริษทั ก าหนดใหใ้ชเ้ท่านั้น 
3. ห้ามผูใ้ช้น าโปรแกรมใดๆ มาติดตั้งบนเคร่ืองคอมพิวเตอร์หรือระบบคอมพิวเตอร์รวมถึงอุปกรณ์

อ่ืนๆ ในบริษทั โดยไม่ไดรั้บความยนิยอมจากหน่วยงานคอมพิวเตอร์ และผูบ้งัคบับญัชาโดยตรง 
4. หา้มผูใ้ชใ้ชห้รือติดตั้ง โปรแกรมท่ีไม่ถูกลิขสิทธ์ิ 

หมวดที ่7  การใช้งานระบบไฟล์หรือโฟล์เดอร์ร่วมกนั (File Sharing) 
1. มีจุดประสงคเ์พื่อใชส้ าหรับเก็บขอ้มูลหรือเพื่อใชง้านขอ้มูลร่วมกนัภายในผูใ้ช ้
2. หา้มผูใ้ชเ้ก็บรูป หรือขอ้มูลใดๆ บนระบบโฟลเ์ดอร์ร่วมกนั ท่ีเป็นลกัษณะดงัน้ี 

1) เขา้ข่ายผิดต่อพระราชบญัญติัว่าด้วยการกระท าผิดเก่ียวกบัคอมพิวเตอร์ พ.ศ. 2560 และ 
กฎหมายอ่ืนๆ 

2) ไม่เก่ียวขอ้งกบักิจการขององคก์ร 
3. หา้มผูใ้ชเ้ก็บโปรแกรมบนระบบโฟลเ์ดอร์ร่วมกนั 
4. หา้มใชข้อ้มูลหรือส่ิงใดๆ ท่ีบริษทัมีลิขสิทธ์ิอยูโ่ดยไม่ไดรั้บอนุญาต 
5. หา้มผูใ้ชเ้ก็บขอ้มูลบนระบบโฟลเ์ดอร์ร่วมกนั ท่ีไม่เก่ียวขอ้งกบับริษทัฯ 

  การฝ่าฝืนข้อก าหนดในระเบียบน้ี  หากก่อ หรืออาจก่อให้ เ กิดความเสียหายแก่บ ริษัทฯ 
ห รื อ บุ ค คลห น่ึ ง บุ ค คล ใ ด ท า งบ ริษัท จ ะพิ จ า รณ า ด า เ นิ นก า รท า ง วิ นั ย  แ ล ะท า ง กฎหม า ย 
แก่ผูท่ี้ฝ่าฝืนตามความเหมาะสมและฝ่ายเทคโนโลยีสารสนเทศขอสงวนสิทธ์ิในการระงบัการใชง้านบุคคล 
ดงักล่าวทนัที โดยไม่ตอ้งแจง้ใหท้ราบล่วงหนา้ 
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การทบทวนและปรับปรุงนโยบาย 

บริษัทจะก าหนดให้ มี การทบทวนนโยบายฯ  น้ี  อย่ า งสม ่ า เสมอ อย่า งน้อย ทุกๆ  1  ปี  

หรือเม่ือมีการเปล่ียนแปลงท่ีมีความส าคญั เพื่อใหส้อดคลอ้งกบัการด าเนินงานของบริษทัฯ 

 

 

 

ประกาศ ณ วนัท่ี 1 มกราคม พ.ศ. 2569 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

หมายเหตุ : ได้รับการอนุมติัจากมติท่ีประชุมคณะกรรมการบริษัท คร้ังท่ี 5/2568 เม่ือวนัท่ี 12 พฤศจิกายน 2568 

 


